
Дисципліна Вибіркова дисципліна 2.1 

«Інформаційна безпека країн Європи» 

Рівень ВО Другий (магістерський) рівень 

Назва спеціальності/освітньо-

професійної програми 

291 «Міжнародні відносини, суспільні комунікації та 

регіональні студії» / «Міжнародні відносини» 

Форма навчання Денна 

Курс, семестр, протяжність 1 (1 семестр), 4 кредитиЄКТС 

Семестровий контроль Залік 

Обсяг годин (усього: з них 

лекції/практичні) 

Усього 120год. (24 лекцій, 16 практичних) 

Мова викладання Українська / англійська 

Кафедра, яка забезпечує 

викладання 

Кафедра міжнародних відносин і регіональних студій 

Автор дисципліни кандидат політичних наук;  

доцентВознюк Євгенія Василівна 

Короткий опис 

Вимоги до початку вивчення Базові знання зінформаційної безпеки, інформаційної 

гігієни, міжнародних відносин. 

Що буде вивчатися Основи інформаційної безпеки країн Європи: 

нормативно-правова база, державно-організаційний 

апарат, сучасні проблеми, загрози, шляхи вирішення та 

перспективні засоби убезпечення. 

Чому це цікаво/треба вивчати Інформаційна безпека є надзвичайно гострим 

питанням розвитку та захисту громадян на сучасному 

етапі поширення гібридної війни. 

Чому можна навчитися 

(результати навчання) 

Вивчення дисципліни сприяє формуванню в студентів 

наукового розуміння поняття та особливостей 

інформаційної безпеки загалом, знань та основ 

інформаційної гігієни в практичних ситуаціях, а також 

рівень розвитку інформаційної безпеки країн Європи в 

сучасний період гібридної війни. Здатність 

використовувати інформаційні та комунікаційні 

технології.Здатність аналізувати міжнародні процеси у 

різних контекстах, зокрема політичному, безпековому, 

інформаційному та ін. 



Як можна користуватися 

набутими знаннями й уміннями 

(компетентності) 

Розуміти сутність інформаційної безпеки; аналізувати 

сучасні загрози та виокремлювати превентивні шляхи 

нерозповсюдження фейків, дезінформації та захисту 

персональних даних, особливо у соціальних мережах; 

орієнтуватись у причинах та наслідках посилення 

кібератак. Розв’язувати складні спеціалізовані задачі і 

практичні проблеми у сфері міжнародних відносин, 

інформаційної безпеки, суспільних комунікацій. 

Аналізувати структуру та динаміку міжнародних 

суспільних комунікацій, виявляти їз вплив на 

міжнародну систему та суспільні інститути. 

Здійснювати комунікації та інформаційно-аналітичну 

діяльність у сфері міжнародних відносин (англійською 

мовою). 

Інформаційне забезпечення та 

/або web- покликання 

Силабус, програма навчальної дисципліни, статті у 

фахових наукових виданнях України 

Здійснити вибір «ПС-Журнал успішності-Web» 

 

 

http://194.44.187.20/cgi-bin/classman.cgi

